
vSEC Services and Pricing

vSEC projects focus on meeting the business and security needs of each client. The price range
reflects the time, expertise and scope usually needed to provide these services.

Monthly Virtual CISO Services $6,000 to $15,000 / month

This ongoing work covers an average of 1 day to 2 ½ days a week of leadership and support by
a 10 to 20+ year security professional to develop a firmwide cyber security program. From
assessment to strategy and roadmap, and implementation to monitoring and reviewing
effectiveness.

Cyber Risk Assessment $6,000 to $11,000

Perform a general cyber risk or controls assessment, often using the CSF or CIS-20
frameworks. Other frameworks available.

Vendor (Third Party) Risk Review $3,000 to $8,000

Annual project to review appropriateness of security certifications or controls of a client’s own
vendors. Initial focus is on vendors providing critical services and access to critical systems or
confidential data.

Incident Response Plan, Table Top Exercise $15,000 to $30,000

As a project, review or draft an Incident Response Plan, or perform a ‘Table Top Exercise’ to test
the plan and the Incident Response Team in an event scenario.

NFA 9070 Annual Review $3,000 to $6,000

For NFA regulated firms, perform a review and statement of the appropriateness of the firm’s
Information Systems Security Program (ISSP). Click here for a 9070 self-assessment.

Quick Requests $350-$400 / hour

For quick requests for assistance not covered within a project or support agreement, vSEC
often can provide support on an hourly basis. Requests might include a review of the cyber
security clauses in a contract, assistance responding to a client security survey, or advice before
purchasing a security tool or service.

https://docs.google.com/forms/d/e/1FAIpQLScvUfvDD5ZsEojxpdAZ00w94kIZ6RDyXFBHVqUGFxazas6TpQ/viewform

